\* To test this feature - What are all roles other than writeable users/CSR? If so, please list and it's access privilages

\* What are the secure way to store encrypted passwords and other sensitive information in keystore ? Do we have code logic in place while implementing this?

\* To Reset Password - Do we have any standards/pattern to be followed? what happens when user doesn't quit the session on Updating Profile? Do we have mechanism to say

that you are about to lose all changes --some messaging?

\* what's CSR user privilege here? CSR shouldn't be allowed to "RESET PASSWORD" option for writeable users and masking few sensitive personal info? This is against password policy rules. Do we have that in place?

\* As a user I can only edit my own profile - Then does it means I can view any profile info?

\* Do we have auto-generated email preferences in place to inform users about the changes made in profile(atleast before releasing to Production). Meaning confirmation about the change by

any means.

\* Is update Profile page responsive? and supported by all common browsers/platforms?